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1.1

Please follow the guide below to setup
Microsoft Authenticator application to the

ITU STUDENT

VPN service. e ——
REMOTE ACCESS
VPN on private computer, approve by using = It
Microsoft Authenticator app on your mobile
A When 'sure that your computer meets these 3

device.

SEARCH FOR LITERATURE AT HOME

To search for scientfic articles at home use the scientiiic database

https://itustudent.itu.dk/campus-life/it-servic-
es/remote-access

1.2

Open a web browser on your computer and go to this link:
https://go.itu.dk/mfasetup

Login with your ITU email address and then click on Next.
See if the Default sign-in method is: Microsoft Authenticator - notification.

If it is ‘Microsoft Authenticator - notification’ skip step 1.2 and 1.3, continue to step 1.4.
If it's not set to: ‘Microsoft Authenticator - notification; setup in step 1.2.

T UNIVERSITY OF COPENHAGEN My Sign-Ins

Q Overview SeCurity InfO

These are the methods you use to sign into your account or reset your password.
2, Security info

IDefauIt sign-in method: Microsoft Authenticator - notificaticnlhange

E=1 Organizations
-+ Add method

Q:) Phone Change Delete

& Privacy
Microsoft Authenticator iPhone Delete

E1 Devices

Lost device? Sign out everywhere




1.3

If the Default sign-in method is not set to: Microsoft Authenticator - notification.

Click on + Add method to setup

Q Overview
|P/ Security info
B3 Organizations
L3 Devices

G Privacy

Security info

These are the methods you use to sign into your account or reset your password.

Default sign-in method: Microsoft Authenticator - notification Change

My Sign-Ins

- Add method 4——

% Phone +45 Change Delete
% Office phone Enable two-step verification
@  Microsoft Authenticator iPhone Delete

1.4

Choose Authenticator app and then click on Add. Follow the instructions on the

screen.

Q Overview
| £ Security info

B4 Organizations

Security info

These are the methods you use to sign into your account or reset your password.

Default sign-in method: Microsoft Authenticator - notification Change

My Sign-Ins

Ll Devices -+ Add method
8 Privacy % Phone +45 Change Delete
&9 Office phone Enable two-step verification
- @ Microsoft Authenticator iPhone Add a method
Which method would you like to add?

» I Authenticator app

-
#
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VPN




2.1

Please make sure you to download and install the free version named FortiClient VPN:
https://www.fortinet.com/support/product-downloads#vpn

Warning: Do not download the paid version of FortiClient application
(Paid version requires a license).

feerer E 4

FortiClient ~

FortiClient 7.0
ZTNA Edition
EPP/APT Edition
SASE SIA Edition

FortiClient EMS

FortiClient VPN only 4,

——————

FortiClient VPN | <

The VPN-only version of FortiClient offers SSL VPN and IPSecVPN, but does not include any support. Download the best VPN software for multiple

devices.
’
]|
Remote Access L[

SSL VPN with MFA Download VPN for Download VPN for MacOS Download VPN for Linux
o ! Windows

./ IPSEC VPN with MFA
DOWNLOAD DOWNLOAD .rpm
DOWNLOAD
C

Y
l'l
Download VPN for Android  Download VPN for Linux
Download VPN for i0S

DOWNLOAD DOWNLOAD .deb
DOWNLOAD

2.2

Open FortiClient VPN application and click Configure VPN.

Upgrade to the full version to access additional features and receive technical support.

> Configure VPN




@ FortiClient - Zero Trust Fabric Agent -

Fill out Connection Name:
ITU VPN

Upgrade to the full version to access additional features and receive technical support.

Edit VPN Connection
Fill out Remote Gateway: Comectiontame [[TUVPN 1

sslvpn.itu.dk/SAML . ‘.

Remote Gateway ||sslvpn itu_dk/SAML J|
FAdd Remote Gateway
| Customize port |443 H
- C u Sto mize p (0] r-t 443 Single Sign On Settings Enable Single Sign On (SSO) for VPN Tunnel ‘
D Use external browser as user-agent for saml user authentication
= E n a b I e S S O fo r V P N TU n n e I D Enable auto-login with Azure Active Directory
Client Certificate [None v|
D Enable Dual-stack IPv4/IPvé address

Click on Save.

2.4

Click Connect and type your ITU login.

FortiClient VPN application will send a notification to your mobile phone, approve by
using Microsoft Authenticator app on your mobile device.

You have exactly 300 secondsv to approve or else you will get a Connection Error.

tiClient VPN ortiClient VPN
4 3 " B

Il version to access additional features and receive technical support. full version to access additional features and receive technical support.

'@ FortiClient SAML Authentication [Sign in to your account] (294 seconds) X

_,G = IT UNIVERSITY OF COPENHAGEN

) &
Sign in
B / username@itu.dk

Can't access your account?

VPN Name l ITUVPN v| = Next

Forgot your password? Go to www.itu.dk/password

to reset and manage your login credentials

Q Sign-in options
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